
Research Related Information Security (InfoSec) Frequently Asked Questions 

The links below reflect UT Health San Antonio institutional policies and guidance, which may be more 

restrictive than other entities  

Texting Research Subjects The University has approved the use of TigerConnect as a 
secure texting service.   
 
Contact TechZone at techzone@uthscsa.edu to request a 
quote to start using this service.    
 
Reminder: TigerConnect must be listed as a disclosure in the 
research subjects signed HPAA authorization.  Texting from 
personal cell phones is not allowed.   
 
 

Data Storage Options/Cloud 
Services 
 

Options for storing University data, based on the need and on 
the type of data to be stored  
 
https://uthealthsa.sharepoint.com/IT/Pages/InfoSec/Cloud-
Storage-Options.aspx  

Virtual Meeting Applications 
 

Options for virtual meetings/web-based video conferencing 
with internal users and external guests  
 
https://uthealthsa.sharepoint.com/IT/Pages/InfoSec/virtual-
meetings.aspx 

General Information This is the link to the general information security website 
 
https://infosec.uthscsa.edu/  
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